wHAT Is AN INFORMATION OPERATION?

BY: HUMAN FREE WILL 501 (c)(3)

ANYONE CAN BE TARGETED AND HARASSED
COMPUTER NETWORK OPERATIONS (CNO) AND ELECTRONIC WARFARE (EW)

LIMIT ALL FORMS OF INFORMATION BY HACKING AND DENYING
OPERATIONS SECURITY (OPSEC) IS USED AS COVER FOR “TRAINING AND SIMULATIONS”

ANY TARGET WHO IDENTIFIED OR ATTEMPTED TO REPORT ABUSES AND TORTURE

IS EVENTUALLY ACCUSED OF (INSERT SOMETHING NEGATIVE) —> (BEING MENTALLY ILL)

PSYCHOLOGICAL OPERATIONS AND MILITARY DECEPTION IS USED TO GASLIGHT ALL
HAVANA SYNDROME IS AN INFORMATION OPERATION DENYING ATTACKS WITH DIRECTED ENERGY WEAPONS

IN AN INFORMATION OPERATION

The world of information warfare COMMAND CENTER (FUSION CENTER):
Network “Denial-of-service” e ELECTRONIC WARFARE (EW)
sniffing Computer attacks
hacking e COMPUTER NETWORK OPERATIONS (CNO)

Eavesdropping

Hluenuses o, o PSYCHOLOGICAL OPERATIONS (PSYOP)
e MILITARY DECEPTION (MILDEC)
« OPERATIONS SECURITY (OPSEC)

SPECIALISTS WORK IN JOINT GROUPS
Information TO MONITOR DIFFERENT COMMUNITIES:

blockades
“to influence, disrupt,

Password

cracking .
Electronic

weapons
Opensource
intelligence

Agent
recruitment

Decepti o Trojan horse
peeptor
penert corrupt, or usurp”
Data Network or email
odieatin AdiEsSpoii WHO DOES INFORMATION OPERATIONS?
fnals  engnetig GROUPS WITH A LOT OF MONEY

USUALLY WITH “TAX PAYER MONEY”

POPULAR IGNORANCE IS AN ASSET TO AUTOCRACIES, BUT A TARGET TO DEMOCRACIES
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THE GUARDIAN, ON JUNE 10, 2013, EDWARD SNOWDEN STATED:

I, sitting at my desk, could wiretap anyone, from you or your accountant,
to a federal judge or even the President, if | had a personal e-mail.

THE CAPABILITY, WITHOUT A WARRANT, TO SEARCH FOR, SEIZE, AND READ YOUR
COMMUNICATIONS. ANYONE’S COMMUNICATIONS AT ANY TIME.

THAT IS THE POWER TO CHANGE PEOPLE’S FATES.

MADE POSSIBLE BY NEW COMMUNICATIONS AND SURVEILLANCE TECHNOLOGIES

DOMESTIC INTERNET BACKBONE SURVEILLANCE

MILLIONS OF AT&T MILLIONS OF INTERNET
CUSTOMERS USERS, WEBSITES., ETC

(1)

ATE&T SPLITTERS
MAKES A COPY OF

ENTIRE COMMUNICATIONS
STREAM

(2]

FILTERING AIMED AT ELIMINATING
FULLY DOMESTIC TRANSACTIONS

e

CONTENT SEARCH
FOR SELECTORS

GOVERNMENT

DATABASE

GCOVERNMENT SAYS “COLLECTED"
OR "ACQUIRED™ HERE

SURVEILLANCE =>» THEY DON’T JUST MONITOR YOU!!!
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DISINFORMATION KILL CHAIN

<
\

“Find the cracks” “Weaponize”™ “Launch Campaign™ “Fertilize” “Watch it grow"” “Manipulate™

that s deldsbs

abared withowt the stent to masiead

e

v vy or revoslmg, that may be distributed & a campasgn 1o caste harm 10 3 persoa s reputation Lo firther the campaign's objective
Inasthentic Information s nov ¥ i ity ongans and affil The scuece of the nformation tries 6o maask i1s cogin sad sdentity
mlm:- ¥ m sty ongos xod affsl The sowce of the mftrmateon s enhudden

u—“'-n-—u The Bssentaal Clomsary,” First Dmgt. Sty J01E, Stpe oty 01 ) phcssary pay 29560
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When it comes to assessing risk, humans often fail to make rational decisions S

o_0 [ ]
Co nltlve blas because our brains take mental shortcuts that prevent us making the correct " ; . b ‘"‘j" __"' ‘_‘1“‘"‘] .J
choice. Since the 1960s behavioural scientists and psychologists have been e st

s provided the bas

researching these failings, and have identified and labelled dozens of them.
Social @ Financial @ Fallure toestimate @ Short-termism Here are some that can cause havoc when it comes to assessing risks in business

Relying too much on the Initial place of OK. Do we need to look | times last month, It's pretty
Information offered when making decisions any more?”

| Beleving that future probabilites e
altorod by past events when in fact

unlikely it1l happen again they are unch 4

ANCHORING EFFECT “The first test seemed | “The conveyor belt broke three ‘ GAMBLER'S FALLACY

AVAILABILITY HEURISTIC *| saw something very similar “Lot's just get the deal 3

Owerestimating the importance and 1 to this on Linkedin. We need B dona 'ASAZ- Prefurting a smallr s00ner payoff
llkelihood of events given the greater to take it seriously’ \ “ovet B laroet [ater reward
availability of information r

“The whole department “This worked fine in the ILLUSION OF VALIDITY

knows there's no factory in the Korea, it Overestimating our ability to :m:‘
2 2 accurate predictions, especially when
problem here' should work fine here’ data appears to ted a coherent *stoey”

‘I didn't quite follow your .
Basing the strength of an argument argument but the conclusion | Looks like we've run out
on the bellevability or plausibility of |

bout fiahe: | of time to discuss this*
D ‘ seems about right’

ljet s ignore Sarah's “We made a good
views on this one.

d callonthatone” | Tendeliey 1o retroactively ascribe posiive
She's blased attributes to an option one has selected

CLUSTERING ILLUSION ‘ “This is the second week ina | *Our competitors are only
Erronecusly overestimating the { row that this has happened. |———

Importance of small clusters ot 2 doing well bKause'lhe"
patterns In large data There must be a problem products are cheap

“We did loads of ‘ “Now we've got the new | RISK COMPENSATION
simulations. Most of them  f————— 1 equipment we can cutthe | L““M';'I:W"“"“"""”n:m'
showed there's no problem’ time spent on maintenance’ ""‘ h"

“The last time we discussed STATUS QUO BIAS
this the meeting lasted for “If it ain't broke - don't fix it Preferring the current state of affairs
hours. Let’s move on” over change

“I know it will cost a fortune / “Dave from tech is worried

to fix but it cost us £15,000. p— but frankly the tech team
We can't just throw it away.” are always pessimists” because they are a member of 8 group

ACONTERR
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Case 5:22-cv-04394-EGS Document 7 Filed 12/02/22 Page 1 of 22

UNITED STATES DISTRICT COURT
EASTERN DISTRICT OF PERNSYLVANIA

HUMAN FREEWILL
v, JOHN DOE AGENCY, ET Al. etal Clvil Actlon No. 22-4394

E!echmcharfafa {EW) - any action invoiving the usa of the electromagnetic spectrum-ar directad
energy tocontrolthe spectrum, attack an enemy, o impede enemy assaults.

¢ The purpase Is to deny (hacking, jamiming, spoofing COMMUNICATIONS are technigues used).
o Anelementof Information Warfare (closely linked to Psychological Warfare)

ElectromagneticSpectrum (EM) — If you sense anything thatmeans you are recelving spectrum signals

e The human brain is basically a recefver and interprets the full EM spectrum Tn various ways
s Visibte light Is anly a stnall part of thisnaturally eccurring spectrunt (not visible - microwaves)

“Itis Imipossible to microwave lrradiate the hody without an éffect” ~Barrie Trower

On 6/14/2022, the State of Petinsylvania ad a civil aetion Bﬂﬂﬂk’pﬂum FREE WILLv. RCN &
SERVICE ELECTRIE. The oml wasto get ofk 2 private network [ was rogting to on the first hop{onty a
Netwark Engineer or Technitlan can do-this). As a senior level Eloud Engineer | wash’t consitlered an
Expert Witness and my case was dismigsed and rothing was done.

Belng on an unknown private network | expasence:

Security cameras get tumed off remotely

EVERYTMING F DOWNLOAD CANT BE TRUSTED

Denlal of Service attacks that prevent me from doing anything online {like work)
EVERY WEBSITE | VISIT CAN'T BE TRUSTED (provide a brief example with PACER}

On 11/3/2022 HUMAN FREE WitL fiied tiisfederal civil action to the n'the antive business motlel
while-continually getting ALL MY ELECTRONICS hacked and personally getting sttacked with: FiLL
SPECTRUM wespons positioned somewdieia in.my vidinity. The gost st eventysily kssist ather fellow
Targeted IAchiduals-and aducate feaders anthi latest in'science and tachnology that probablyisnot
even commercially available; but used on the general public untli samething gets done to-stop them.

RECD DEC - 8 2022

DOCUMENT QUALITY HACKED
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Case 5:22-cv-04394-EGS Document 7 Filed 12/02/22 Page 2 of 22

Electronic Warfare invoives information OperatiOns{Fake News} and Plausible Deniability (No
Atcountahility). Most Targeted Individuals Wil big neone they know, Others will blame some part
ofﬁlegmmmmmapopularmdwelldesemdmuarethe nllif ( ' pricie;
{Secret Services). Other countries do iton whomesbi! andﬂ\eysbunhindered withthe help n?ﬂ\e
wbove. People don't realize that priw es do it as well (called @ competitive-advantage).
Everyone will blame everyone else (afsol&petsocmeada other) to get away eventually. The ONLY
THING FOR SURE is that this Is NOT CHEAP.

When you think of Electronic Warfare the main goal istoimbedeﬂte enemy (via hacking,
jamming, rerouting]. with electronic means. EVERYTHING ELECTRONK B
Electromagnetie Spectsum invalves electricity and nmne'ﬁ’sm-and othersmffp&oﬁlecadtsee. The thing
MOST PEGPLE don't Rnow [s that the humdn | ' cal signols; which means humans
can be hacked as well (provide ROBO ROACH as somethlng to ponder).

Since filing this federal civil action | continue to experience:

o Even more harassment (gang stalking but kind of more friendly now—] wave hi}
Daily sleep deprivation via direct energy and bie effects weapons near by

6 known break ins and the ONLY thing | can verify is my printer doesn’t work
Mail continues to go missing or comes days late (unable to sign up for alerts)
My print Wall Street Journal tends to go missing when the market drops
Had to take out a secongl loan to coptinue this fight (and pay bills and rent)
Continue-ta experience intermittént use of my q&ﬂ"éhone and internet
Hoving o hard time getting to Philodelphia for fegal and servicing assistance

¢ o o @

The main goal of this statement s to report what fias been going onsincefiling. Withall my
electronics somehow not working when | need it, | now find myself in the public library typlag this up. |
wiit continue this good fight and try to rush submitting what | have befare it gogs missing. 4 YEARS OF
THIS EJERY SINGLE DAY. Usually people consider us Targeted Individuals as “crazy” {easierto discredit).
If ybu did your own homework and realized there actually is an industry; people would lose respect for
what some people actually do for a living {(espedially to children). The goal is to be left alorre so | can
mave on with the remainder of my life. To accomplish this, | need to remove all of the non-consensual
implants | have accumutated throughout the years working in a government capacity (very appreciated).

*Rendition — the market agproach— outsources our ctimes, which pats us at the mercy of anyone who
can expose us, makes us dependent on some of the world’s most unsavory actors, and abundons
accountability. ltfsmappmchmmo&ommm,ﬁunﬁrbs, not with great nations.”
- Phillip Bobbot, Terror ahd Cotisent:The Wars for the Twenty-First Century (2008),
*One could get the worst of both worids: national responsibiiity for acts as to-which the agents we have
empowered are unaccountable.”

DOCUMENT QUALITY HACKED



SNINT
Highlight

SNINT
Highlight

SNINT
Highlight

SNINT
Highlight


Identity Theft Complaint htps.: ‘ehome. uspis.gov/mailtheftidthefi aspx

laof2

THE FEDERAL LAW ENFORCEMENT AND SECURITY ARM OF THE U.S. POSTAL SER

Identity Theft via the U.S. Mall

If you would like to add information to an existing complaint, click here.

Learn how to protect yourself from 1D theft: pdf | htm

*Was mail involved in your Identity Theft? | Unknown v
Your Information

*First Name |Matthew Middle ‘Last |Day
Company HUMAN FREE WILL

Address 63-19 Roosevelt Ave ' o
PO Box (if applicable) #212

*City Woodside - “State |[NY v

Country United States v

“ZIP 11377

*Phone 1 pt———2]

Phone 2

"Email O

Address used for Fraud

First Name Matthew Middle Last Day
Company HUMAN FREE WILL

Address —

PO Box (if applicable)

City Allentown State PA v
Country United States v
ZIP 18102

Home Phone EE——

Work Phone

$/%92023, 509 PM



Identity Theft Complaint

20f2

https://ehome.uspis.gov/mailtheft/idtheft.aspx

“How was your identity compromised? l Online v
How did you find out about it? - i S

Type of Content Compromised: v |

Police Notified? Yes v Police Department: ' ' Report Number:

*Briefly describe what happened

For the past 5 years' ALL of my communications methods have been blocked or
diverted. I am ONLY NOW able to file this form after moving to ANOTHER STATE (PA to
NY). All communications methods means' CELL PHONE, MAIL, and INTERNET SERVICE. This
is a form of INFORMATION OPERATIONS and my Non-Profit 501 (c) (3) helps to spread

awareness.

Who do you suspect (explain why)

To.monitoxr, block, and divert ALL forms of communications' can ONLY be done by an
| INTELLIGENCE or SECURITY AGENCY (public and private). They have a LONG HISTORY of
this practice dating back to the Pony Express. This is to control ALL the
information a "TARGET" receives and can make decisions (or lack of).

Explain what evidence you have
;I am a Senior Cloud Engineer. I have networking knowledge with screen shots, packet
|captures, police reports (PA and now NYC) andfall I can do is document and spread

‘awareness into the business practice into these agencies. I would love to speak
'with someone else technical to go over what I have.

Submit Complaint

Privacy Act Statement:

Your information will be used to support investigations of criminal, civil, or administrative matters. Collection is a

n GAccessibility | Freedom of Information Act | Privacy Policy | U.S. Postal Service | 1-87

5/9/2023, 5:09 PM
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